在现实物联网环境下，域间资源在进行跨域调度时需要考虑的不仅仅是信任度，还需要考虑到数据资源传输时所付出的代价和获得收益。各域的域管理服务器在进行了综合判定和比较后可以分析出，在不同上下文环境下与其他域进行资源调度时本域所能获得收益情况。由于域间信息交互都是理性且处于利己因素考虑的，所以在物联网环境下域间交互的信任推荐决策可以借助信任博弈的理论进行分析，以保证达到最优交易的博弈均衡，资源交互双方均获益。

软件开发失败的风险是客观存在的。因此，风险分析对于软件项目管理是决定性的。风险分析实际上就是贯穿在软件工程过程中的一系列风险管理步骤，其中包括：风险识别、风险估计、风险管理策略、风险解决和风险监督等。

风险因素：

① 产品大小。实践经验表明项目风险和产品的大小成正比。公认产品大小度量单位是以代码行或功能点计。

② 技术相关。未曾使用过的新技术都存在风险。包括未使用过的新型硬件、支持软件，缺乏标准与规范的非传统的开发方法等。技术过时也是风险。技术风险一般难于改正。

③ 开发环境。适用的开发工具不足、不可靠、使用不方便等因素，都会降低开发效率。

④ 组织规模和人员经验。

⑤ 客户因素。表现在客户需求经常矛盾，不了解客户的特殊需要，客户不了解项目中采用的新技术，且双方又难于沟通等。

风险分析：

风险通常是指由于当事者主观上不能控制的一些因素的影响，使得实际结果与当事者的事先估计有较大的背离而带来的经济损失。这些背离产生的原因，可能是当事者对有关因素和未来情况缺乏足够情报而无法作出精确估计，也可能是由于考虑的因素不够全面而造成预期效果与实际效果之间的差异。进行风险分析，有助于确定有关因素的变化对决策的影响程度，有助于确定投资方案或生产经营方案对某一特定因素变动的敏感性。若一种因素在一定范围内发生变化，但对决策没有引起很大影响，则所采取的决策对这种因素是不敏感的；若一个因素的大小稍有变化就会引起投资决策的较大变动，则决策对这一因素便是高度敏感的。了解在给定条件下的风险对这些因素的敏感程度，有助于正确地作出决策。

风险分析是找出行动方案的不确定性（主观上无法控制）因素，分析其环境状况和对方案的敏感程度；估计有关数据，包括行动方案的费用，在不同情况下得到的收益以及不确定性因素各种机遇的概率，计算各种风险情况下的经济效果；作出正确判断，等等。

风险分析技术：

风险因素分析法：

风险因素分析法是指对可能导致风险发生的因素进行评价分析，从而确定风险发生概率大小的风险评估方法。其一般思路是：调查风险源→识别风险转化条件→确定转化条件是否具备→估计风险发生的后果→风险评价。

风险评价：

风险评价，又称安全评价，是指在风险识别和估计的基础上，综合考虑风险发生的概率、损失幅度以及其他因素。得出系统发生风险的可能性及其程度

风险评估：

风险评估就是量化测评某一事件或事物带来的影响或损失的可能程度。

从信息安全的角度来讲，风险评估是对信息资产（即某事件或事物所具有的信息集）所面临的威胁、存在的弱点、造成的影响，以及三者综合作用所带来风险的可能性的评估。作为风险管理的基础，风险评估是组织确定信息安全需求的一个重要途径，属于组织信息安全管理体系策划的过程。

风险评估过程注意事项

在风险评估过程中，有几个关键的问题需要考虑。

首先，要确定保护的对象（或者资产）是什么？它的直接和间接价值如何？

其次，资产面临哪些潜在威胁？导致威胁的问题所在？威胁发生的可能性有多大？

第三，资产中存在哪些弱点可能会被威胁所利用？利用的容易程度又如何？

第四，一旦威胁事件发生，组织会遭受怎样的损失或者面临怎样的负面影响？

最后，组织应该采取怎样的安全措施才能将风险带来的损失降低到最低程度？

解决以上问题的过程，就是风险评估的过程。

进行风险评估时，有几个对应关系必须考虑：

每项资产可能面临多种威胁

威胁源（威胁代理）可能不止一个

每种威胁可能利用一个或多个弱点

风险评估的主要任务包括：

识别评估对象面临的各种风险

评估风险概率和可能带来的负面影响

确定组织承受风险的能力

确定风险消减和控制的优先等级

推荐风险消减对策

风险矩阵法

根据风险矩阵法可以辨识出每个作业单元可能存在的风险问题，并判定这种风险问题可能产生的后果及产生这种后果的可能性，二者相乘，得出所确定问题的风险值。然后进行风险分级，根据不同级别的风险，采取相应的风险控制措施。风险的数学表达式记为：
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其中：R表示风险值；L表示发生问题的可能性；S表示发生问题后果的严重程度。

本章从交互成功率、恶意攻击、实体状态、网络环境状态、模型性能五个方面对物联网环境下跨域实体间进行交互活动过程中风险出现的可能性（L）进行评价取值，取五项得分的最高的分值作为其最终的L值。从问题从未发生，极少发生，偶尔发生，多次发生以及频繁发生五个方面对后果的严重程度（S）进行评价取值，取得五项最高的分值作为其最终的S值。确定了S和L值后，根据R＝L×S计算出风险度R的值。分析过程如表4.2

表4.2

|  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 后果及严重性 | | | | |  | 可能性 | | | | |
| 风险分类 | I | A | S | E | M | A | B | C | D | E |
| 交互成功率 | 恶意攻击 | 实体状态 | 网络环境 | 模型性能 | 从未发生 | 极少发生 | 偶尔发生 | 多次发生 | 频繁发生 |
| 1 | 无失败 | 无攻击 | 状态稳定 | 环境稳定 | 性能稳定 | 1 | 2 | 3 | 4 | 5 |
| 2 | 极少失败 | 极少攻击 | 极少故障 | 极少异常 | 极少异常 | 2 | 4 | 6 | 8 | 10 |
| 3 | 偶尔失败 | 偶尔攻击 | 偶尔故障 | 偶尔异常 | 偶尔异常 | 3 | 6 | 9 | 12 | 15 |
| 4 | 多次失败 | 多次攻击 | 多次故障 | 多次异常 | 多次异常 | 4 | 8 | 12 | 16 | 20 |
| 5 | 全部失败 | 经常攻击 | 经常故障 | 停止使用 | 停止工作 | 5 | 10 | 15 | 20 | 25 |

其中：

|  |  |  |  |
| --- | --- | --- | --- |
| 特高风险区 | 需要立即停止一切交互活动，排除风险因素 | 20-25 |  |
| 高风险区 | 需要采取有效的控制措施 | 15-19 |  |
| 中风险区 | 需要进行有限的风险管理 | 7-14 |  |
| 低风险区 | 需要进行跟踪监控 | 1-6 |  |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| p | a | s | e | m |
| 交互失败率 | 恶意攻击 | 实体状态 | 网络环境 | 模型性能 |